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(c) Form of decision and appeal to 
Oversight Committee for Security. In the 
event that the bureau to which a re-
quest is assigned or the Chief, Division 
of Enforcement and Security Manage-
ment, in the case of a request assigned 
to him, determines that the requested 
information must remain classified by 
reason of the provisions of Executive 
Order 11652, the requester shall be 
given prompt notification of that deci-
sion and, whenever possible, shall be 
provided with a brief statement as to 
why the information or material can-
not be declassified. He shall also be ad-
vised that if he desires he may appeal 
the determination to the Chairman, 
Department of the Interior Oversight 
Committee for Security, U.S. Depart-
ment of the Interior, Washington, DC 
20240. An appeal shall include a brief 
statement as to why the requester dis-
agrees with the decision which he is ap-
pealing. The Department Oversight 
Committee for Security shall render 
its decision within thirty (30) days of 
receipt of an appeal. The Departmental 
Committee shall be authorized to over- 
rule previous determinations in whole 
or in part when, in its judgement, con-
tinued protection is no longer required. 

(d) Appeal to Interagency Classification 
Review Committee. Whenever the De-
partment of the Interior Oversight 
Committee for Security confirms a de-
termination for continued classifica-
tion, it shall so notify the requester 
and advise him that he is entitled to 
appeal the decision to the Interagency 
Classification Review Committee es-
tablished under section 8(A) of the Ex-
ecutive Order 11652. Such appeals shall 
be addressed to the Interagency Classi-
fication Review Committee, the Execu-
tive Office Building, Washington, DC 
20500. 

(e) Suggestions and complaints. Any 
person may also direct suggestions or 
complaints with respect to the admin-
istration of the other provisions of Ex-
ecutive Order 11652 and the NSC Direc-
tive by the Department of the Interior 
to the Department of the Interior Over-
sight Committee for Security, U.S. De-
partment of the Interior, Washington, 
DC 20240. 

[40 FR 7305, Feb. 19, 1975, as amended at 47 
FR 38327, Aug. 31, 1982] 

Subpart K—Privacy Act 

SOURCE: 40 FR 44505, Sept. 26, 1975, unless 
otherwise noted. Redesignated at 67 FR 64530, 
Oct. 21, 2002. Redesignated at 77 FR 76902, 
Dec. 31, 2012; 78 FR 6216, Jan. 30, 2013. 

§ 2.220 Purpose and scope. 

This subpart contains the regulations 
of the Department of the Interior im-
plementing section 3 of the Privacy 
Act. Sections 2.47 through 2.57 describe 
the procedures and policies of the De-
partment concerning maintenance of 
records which are subject to the Act. 
Sections 2.60 through 2.66 describe the 
procedure under which individuals may 
determine whether systems of records 
subject to the Act contain records re-
lating to them and the procedure under 
which they may seek access to existing 
records. Sections 2.70 through 2.77 de-
scribe the procedure under which indi-
viduals may petition for amendment of 
records subject to the Act relating to 
them. Section 2.79 lists records systems 
that have been exempted from certain 
requirements of the Act. 

[48 FR 56583, Dec. 22, 1983] 

§ 2.221 Definitions. 

(a) Act. As used in this subpart, 
‘‘Act’’ means section 3 of the Privacy 
Act, 5 U.S.C. 552a. 

(b) Bureau. For purposes of this sub-
part, a ‘‘bureau’’ is any constituent bu-
reau or office of the Department, in-
cluding the Office of the Secretary and 
any other Departmental office. 

(c) Individual. As used in this sub-
part, ‘‘individual’’ means a citizen of 
the United States or an alien lawfully 
admitted for permanent residence. 

(d) Maintain. As used in this subpart, 
the term ‘‘maintain’’ includes main-
tain, collect, use or disseminate. 

(e) Record. As used in this subpart, 
‘‘record’’ means any item, collection, 
or grouping of information about an in-
dividual that is maintained by the De-
partment or a bureau thereof, includ-
ing, but not limited to, education, fi-
nancial transactions, medical history, 
and criminal or employment history 
and that contains the individual’s 
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name, or the identifying number, sym-
bol, or other identifying particular as-
signed to the individual, such as a fin-
ger or voice print, or a photograph. 

(f) System of records. As used in this 
subpart, ‘‘System of records’’ means a 
group of any records under the control 
of the Department or a bureau thereof 
from which information is retrieved by 
the name of the individual or by some 
identifying number, symbol, or other 
identifying particular assigned to the 
individual. 

(g) Medical records. As used in this 
subpart, ‘‘medical records’’ means 
records which relate to the identifica-
tion, prevention, cure or alleviation of 
any disease, illness or injury including 
psychological disorders, alcoholism 
and drug addiction. 

(h) Office of Personnel Management 
personnel records. As used in the sub-
part, ‘‘Office of Personnel Management 
personnel records’’ means records 
maintained for the Office of Personnel 
Management by the Department and 
used for personnel management pro-
grams or processes such as staffing, 
employee development, retirement, 
and grievances and appeals. 

(i) Statistical records. As used in this 
subpart, ‘‘statistical records’’ means 
records in a system of records main-
tained for statistical research or re-
porting purposes only and not used in 
whole or in part in making any deter-
mination about an identifiable indi-
vidual. 

(j) Routine use. As used in this sub-
part, ‘‘routine use’’ means a use of a 
record for a purpose which is compat-
ible with the purpose for which it was 
collected. 

(k) System notice. As used in this sub-
part, ‘‘system notice’’ means the notice 
describing a system of records required 
by 5 U.S.C. 552a(e)(4) to be published in 
the FEDERAL REGISTER upon establish-
ment or revision of the system of 
records. 

(l) System manager. As used in this 
subpart, ‘‘system manager’’ means the 
official designated in a system notice 
as having administrative responsibility 
for a system of records. 

(m) Departmental Privacy Act Officer. 
As used in this subpart, ‘‘Departmental 
Privacy Act Officer’’ means the official 
in the Office of the Assistant Sec-

retary—Policy, Budget and Adminis-
tration charged with responsibility for 
assisting the Assistant Secretary—Pol-
icy, Budget and Administration in car-
rying out the functions assigned in this 
subpart and for coordinating the ac-
tivities of the bureaus of the Depart-
ment in carrying out the functions 
which they are assigned in this sub-
part. 

(n) Bureau Privacy Act Officer. As 
used in this subpart, ‘‘Bureau Privacy 
Act Officer’’ means the official within 
each bureau assigned responsibility for 
bureau implementation of the Act and 
the regulations of this subpart. 

(o) Working day. As used in this sub-
part, ‘‘working day’’ means a regular 
Federal work day. It does not include 
Saturdays, Sundays or public legal 
holidays. 

[40 FR 44505, Sept. 26, 1975, as amended at 47 
FR 38327, Aug. 31, 1982; 48 FR 56583, Dec. 22, 
1983; 53 FR 3749, Feb. 9, 1988] 

§ 2.222 Records subject to Privacy Act. 

The Privacy Act applies to all 
‘‘records,’’ as that term is defined in 
§ 2.46(e), which the Department main-
tains in a ‘‘system of records,’’ as that 
term is defined in § 2.46(f). 

§ 2.223 Standards for maintenance of 
records subject to the Act. 

(a) Content of records. Records subject 
to the Act shall contain only such in-
formation about an individual as is rel-
evant and necessary to accomplish a 
purpose of the agency required to be 
accomplished by statute or Executive 
Order of the President. 

(b) Standards of accuracy. Records 
subject to the Act which are used in 
making any determination about any 
individual shall be maintained with 
such accuracy, relevance, timeliness, 
and completeness as is reasonably nec-
essary to assure fairness to the indi-
vidual in making the determination. 

(c) Collection of information. (1) Infor-
mation which may be used in making 
determinations about an individual’s 
rights, benefits, and privileges under 
Federal programs shall, to the greatest 
extent practicable, be collected di-
rectly from that individual. 
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